**Политика обработки персональных данных**

**участников Викторины «КУПНО ЗА ЕДИНО!»**

**среди граждан РФ старше 18 лет, постоянно зарегистрированных на территории Нижегородской области**

**в рамках реализации Губернаторского проекта инициативного бюджетирования проекта «ВАМ РЕШАТЬ»**

1. **ОБЩИЕ ПОЛОЖЕНИЯ**
	1. Настоящая Политика Автономной некоммерческой организации «Центр общественных связей – Нижегородский дом народного единства» ИНН: 5261131624, ОГРН: 1225200000871 (далее – Оператор) в отношении обработки персональных данных (далее – Политика) разработана во исполнение требований п. 2 ч. 1 ст. 18.1 Федерального закона от 27.07.2006 N 152-ФЗ «О персональных данных» (далее – ФЗ «О персональных данных») в целях обеспечения защиты прав и свобод человека и гражданина при обработке его персональных данных, в том числе защиты прав на неприкосновенность частной жизни, личную и семейную тайну.
	2. Политика действует в отношении персональных данных, которые Оператор может получить о субъектах персональных данных, указанных в разделе 4 настоящей Политики, в связи с их участием в Викторине «КУПНО ЗА ЕДИНО!» среди граждан РФ старше 18 лет, постоянно зарегистрированных на территории Нижегородской области в рамках реализации Губернаторского проекта инициативного бюджетирования проекта «ВАМ РЕШАТЬ» (далее – Викторина)
	3. Основные понятия, используемые в Политике:
* персональные данные - любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных);
* оператор персональных данных (оператор) - государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными;
* обработка персональных данных - любое действие (операция) или совокупность действий (операций) с персональными данными, совершаемых с использованием средств автоматизации или без их использования. Обработка персональных данных включает в себя в том числе:
* сбор;
* запись;
* систематизацию;
* накопление;
* хранение;
* уточнение (обновление, изменение);
* извлечение;
* использование;
* передачу (распространение, предоставление, доступ);
* обезличивание;
* блокирование;
* удаление;
* уничтожение;
* автоматизированная обработка персональных данных - обработка персональных данных с помощью средств вычислительной техники;
* распространение персональных данных - действия, направленные на раскрытие персональных данных неопределенному кругу лиц;
* предоставление персональных данных - действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц;
* блокирование персональных данных - временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных);
* уничтожение персональных данных - действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных;
* обезличивание персональных данных - действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных;
* информационная система персональных данных - совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств;
* Роскомнадзор - федеральная служба по надзору в сфере связи, информационных технологий и массовых коммуникаций, которая является федеральным органом исполнительной власти, осуществляющим функции по контролю и надзору в сфере средств массовой информации, в том числе электронных, и массовых коммуникаций, информационных технологий и связи, функции по контролю и надзору за соответствием обработки персональных данных требованиям законодательства Российской Федерации в области персональных данных, а также функции по организации деятельности радиочастотной службы.
	1. Основные права и обязанности Оператора:
		1. Оператор имеет право:
1. самостоятельно определять состав и перечень мер, необходимых и достаточных для обеспечения выполнения обязанностей, предусмотренных ФЗ «О персональных данных» и принятыми в соответствии с ним нормативными правовыми актами, если иное не предусмотрено ФЗ «О персональных данных» или другими федеральными законами;
2. поручить обработку персональных данных другому лицу с согласия субъекта персональных данных, если иное не предусмотрено федеральным законом, на основании заключаемого с этим лицом договора. Лицо, осуществляющее обработку персональных данных по поручению Оператора, обязано соблюдать принципы и правила обработки персональных данных, предусмотренные ФЗ «О персональных данных», соблюдать конфиденциальность персональных данных, принимать необходимые меры, направленные на обеспечение выполнения обязанностей, предусмотренных ФЗ «О персональных данных»;
3. в случае отзыва субъектом персональных данных согласия на обработку персональных данных Оператор вправе продолжить обработку персональных данных без согласия субъекта персональных данных при наличии оснований, указанных в ФЗ «О персональных данных».
4. осуществлять иные права, предусмотренные ФЗ «О персональных данных» и иными нормативными правовыми актами РФ.
	* 1. Оператор обязан:
5. организовывать обработку персональных данных в соответствии с требованиями Закона о персональных данных и условиями настоящий Политики;
6. отвечать на обращения и запросы субъектов персональных данных и их законных представителей в соответствии с требованиями Закона о персональных данных;
7. сообщать в уполномоченный орган по защите прав субъектов персональных данных (Федеральную службу по надзору в сфере связи, информационных технологий и массовых коммуникаций (Роскомнадзор)) по запросу этого органа необходимую информацию в течение 10 рабочих дней с даты получения такого запроса. Данный срок может быть продлен, но не более чем на пять рабочих дней. Для этого Оператору необходимо направить в Роскомнадзор мотивированное уведомление с указанием причин продления срока предоставления запрашиваемой информации;
8. в порядке, определенном федеральным органом исполнительной власти, уполномоченным в области обеспечения безопасности, обеспечивать взаимодействие с государственной системой обнаружения, предупреждения и ликвидации последствий компьютерных атак на информационные ресурсы РФ, включая информирование его о компьютерных инцидентах, которые повлекли неправомерную передачу (предоставление, распространение, доступ) персональных данных;
9. исполнять иные обязанности, предусмотренные ФЗ «О персональных данных» и иными нормативными правовыми актами РФ.
	1. Основные права субъекта персональных данных вправе:
10. получать информацию, касающуюся обработки его персональных данных, за исключением случаев, предусмотренных федеральными законами. Сведения предоставляются субъекту персональных данных Оператором в доступной форме, и в них не должны содержаться персональные данные, относящиеся к другим субъектам персональных данных, за исключением случаев, когда имеются законные основания для раскрытия таких персональных данных. Перечень информации и порядок ее получения установлен ФЗ «О персональных данных»;
11. требовать от оператора уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав;
12. дать предварительное согласие на обработку персональных данных в целях продвижения на рынке товаров, работ и услуг;
13. обжаловать в Роскомнадзоре или в судебном порядке неправомерные действия или бездействие Оператора при обработке его персональных данных;
14. осуществлять иные права, предусмотренные ФЗ «О персональных данных» и иными нормативными правовыми актами РФ.
	1. Ответственность за нарушение требований законодательства Российской Федерации и нормативных актов Оператора в сфере обработки и защиты персональных данных определяется в соответствии с законодательством Российской Федерации.
15. **ЦЕЛИ ОБРАБОТКИ ПЕРСОНАЛЬНЫХ ДАННЫХ**
	1. Обработка персональных данных ограничивается достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных.
	2. Обработке подлежат только персональные данные, которые отвечают целям их обработки.
	3. Обработка Оператором персональных данных субъектов персональных данных, указанных в разделе 4 Политики, осуществляется в следующих целях участия субъектов персональных данных в Викторине «КУПНО ЗА ЕДИНО!»
16. **ПРАВОВЫЕ ОСНОВАНИЯ ОБРАБОТКИ ПЕРСОНАЛЬНЫХ ДАННЫХ**
	1. Правовым основанием обработки персональных данных является совокупность правовых актов, во исполнение которых и в соответствии с которыми Оператор осуществляет обработку персональных данных, в том числе:
		* + Конституция Российской Федерации;
			+ Гражданский кодекс Российской Федерации;
			+ Федеральный закон от 27.07.2006 N 152-ФЗ «О персональных данных»;
			+ Федеральный закон от 27.07.2006 N 149-ФЗ «Об информации, информационных технологиях и о защите информации»;
			+ Положение О проведении Викторины «КУПНО ЗА ЕДИНО!»;
			+ иные правовые акты, регулирующие отношения, связанные с деятельностью Оператора.
	2. Правовым основанием обработки персональных данных также является согласие на обработку персональных данных.
17. **ОБЪЕМ И КАТЕГОРИИ ОБРАБАТЫВАЕМЫХ ПЕРСОНАЛЬНЫХ ДАННЫХ, КАТЕГОРИИ СУБЪЕКТОВ ПЕРСОНАЛЬНЫХ ДАННЫХ**
	1. Содержание и объем обрабатываемых персональных данных должны соответствовать заявленным целям обработки. Обрабатываемые персональные данные не должны быть избыточными по отношению к заявленным целям их обработки.
	2. Цель обработки персональных данных: «**Участие субъектов персональных данных в Викторине «КУПНО ЗА ЕДИНО!»**»:
		1. В рамках цели «Участие субъектов персональных данных в Викторине «КУПНО ЗА ЕДИНО!» Оператор обрабатывает персональные данные следующих категорий субъектов персональных данных:
18. Участники Викторины.
	* 1. В отношении Пользователей сайта в рамках указанной в п. 4.2. Политики цели, при наличии и с учетом условий (правовых оснований) обработки персональных данных, Оператор обрабатывает следующие
19. персональные данные:
* фамилия, имя, отчество;
* паспортные данные;
* номер телефона;
1. специальные категории персональных данных:
* биометрические персональные данные: фотоизображение, видеоизображение.
	+ 1. В рамках цели, указанной в п. 4.2. Политики, и при наличии согласия субъекта персональных данных Оператор вправе поручить обработку персональных данных третьим лицам (**Автономной некоммерческой организации «Центр стратегического развития регионов» (АНО «ЦСРР») ИНН 5260456274).**
		2. Способы обработки персональных данных для цели, указанной в п. 4.2. Политики: смешанная обработка персональных данных.
		3. Сроки обработки и хранения персональных данных для цели, указанной в п. 4.2. Политики: не дольше, чем этого требуют цели обработки персональных данных, либо до отзыва субъектом персональных данных согласия на обработку персональных данных.
		4. Уничтожение персональных данных для цели, указанной в п. 4.2. Политики: путем необратимого удаления персональных данных из информационной системы; путем уничтожения материальных носителей персональных данных.
	1. Обработка Оператором биометрических персональных данных (сведений, которые характеризуют физиологические и биологические особенности человека, на основании которых можно установить его личность) указанных выше субъектов персональных данных не осуществляется.
	2. Оператором не осуществляется обработка специальных категорий персональных данных указанных выше субъектов персональных данных, касающихся расовой, национальной принадлежности, политических взглядов, религиозных или философских убеждений, состояния здоровья, интимной жизни, за исключением случаев, предусмотренных законодательством РФ.
1. **ПОРЯДОК И УСЛОВИЯ ОБРАБОТКИ ПЕРСОНАЛЬНЫХ ДАННЫХ**
	1. Обработка персональных данных Пользователей осуществляется Оператором в соответствии с требованиями законодательства Российской Федерации.
	2. Действия, осуществляемые оператором персональных данных в ходе обработки персональных данных: сбор; запись; систематизация; накопление; хранение; уточнение (обновление, изменение); извлечение; использование; передача (распространение, предоставление, доступ); блокирование; удаление; уничтожение.
	3. Обработка персональных данных осуществляется с согласия субъектов персональных данных на обработку их персональных данных, а также без такового в случаях, предусмотренных законодательством Российской Федерации.
	4. Обработка персональных данных для каждой цели обработки, указанной в п. 2.3 Политики, осуществляется путем:
		* 1. получения персональных данных в письменной форме непосредственно от субъектов персональных данных;
			2. внесения персональных данных в журналы, реестры и информационные системы Оператора;
			3. использования иных способов обработки персональных данных.
	5. Не допускается раскрытие третьим лицам и распространение персональных данных без согласия субъекта персональных данных, если иное не предусмотрено федеральным законом.
	6. Оператор принимает меры, необходимые для обеспечения выполнения обязанностей, предусмотренных ФЗ «О персональных данных» и принятыми в соответствии с ним нормативными правовыми актами, в том числе:
2. Назначен ответственный за организацию обработки персональных данных.
3. Разработаны и утверждены документы, определяющие политику в отношении обработки персональных данных, локальные акты по вопросам обработки персональных данных, а также локальные акты, устанавливающие процедуры, направленные на предотвращение и выявление нарушений законодательства Российской Федерации и устранение последствий таких нарушений.
4. Применяются правовые, организационные и технические меры по обеспечению безопасности персональных данных.
5. Разработана модель угроз безопасности персональных данных при их обработке в ИСПДн.
6. Применяются организационные и технические меры по обеспечению безопасности персональных данных, обеспечивающие уровень защищенности, требуемый в соответствии с Постановлением Правительства РФ от 01.11.2012 N 1119.
7. Применяются средств защиты информации, прошедшие в установленном порядке процедуру оценки соответствия.
8. Перед вводом ИСПДн в эксплуатацию производится оценка эффективности прощаемых мер безопасности персональных данных.
9. Осуществляется учет машинных носителей персональных данных.
10. Производится обнаружение фактов несанкционированного доступа к персональным данным и принимаются соответствующие меры.
11. Обеспечивается возможность восстановления персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним.
12. Устанавливаются правила доступа к персональным данным, обрабатываемым в ИСПДн, а также обеспечивается регистрация и учет всех действий, совершаемых с персональными данными в ИСПДн.
13. Осуществляется контроль за принимаемыми мерами по обеспечению безопасности персональных данных и уровня защищенности ИСПДн.
14. Осуществляется внутренний контроль и аудит соответствия обработки персональных данных действующему законодательству, требованиям к защите персональных данных, политике в отношении обработки персональных данных, локальным актам АНО "ЦСРР".
15. Производится оценка вреда, который может быть причинен субъектам персональных данных и соотношение указанного вреда и принимаемых мер безопасности персональных данных.
16. Работники, непосредственно осуществляющие обработку персональных данных, ознакомляются с положениями законодательства о персональных данных, в том числе требованиями к защите персональных данных, документами, определяющими политику АНО "ЦСРР" в отношении обработки персональных данных, локальными актами по вопросам обработки персональных данных.
17. На сайте АНО "ЦСРР" опубликована политика в отношении обработки персональных данных и сведения о реализуемых мерах по защите персональных данных. Разработаны и приняты локальные нормативные акты, регламентирующие вопросы обработки персональных данных в организации.
18. **АКТУАЛИЗАЦИЯ, ИСПРАВЛЕНИЕ, УДАЛЕНИЕ И УНИЧТОЖЕНИЕ ПЕРСОНАЛЬНЫХ ДАННЫХ, ОТВЕТЫ НА ЗАПРОСЫ СУБЪЕКТОВ НА ДОСТУП К ПЕРСОНАЛЬНЫМ ДАННЫМ**
	1. Подтверждение факта обработки персональных данных Оператором, правовые основания и цели обработки персональных данных, а также иные сведения, указанные в ч. 7 ст. 14 Закона о персональных данных, предоставляются Оператором субъекту персональных данных или его представителю в течение 10 рабочих дней с момента обращения либо получения запроса субъекта персональных данных или его представителя. Данный срок может быть продлен, но не более чем на пять рабочих дней. Для этого Оператору следует направить субъекту персональных данных мотивированное уведомление с указанием причин продления срока предоставления запрашиваемой информации.
	2. В случае выявления неточных персональных данных при обращении субъекта персональных данных или его представителя либо по их запросу или по запросу Роскомнадзора Оператор осуществляет блокирование персональных данных, относящихся к этому субъекту персональных данных, с момента такого обращения или получения указанного запроса на период проверки, если блокирование персональных данных не нарушает права и законные интересы субъекта персональных данных или третьих лиц.

В случае подтверждения факта неточности персональных данных Оператор на основании сведений, представленных субъектом персональных данных или его представителем либо Роскомнадзором, или иных необходимых документов уточняет персональные данные в течение семи рабочих дней со дня представления таких сведений и снимает блокирование персональных данных.

* 1. В случае выявления неправомерной обработки персональных данных при обращении (запросе) субъекта персональных данных или его представителя либо Роскомнадзора Оператор осуществляет блокирование неправомерно обрабатываемых персональных данных, относящихся к этому субъекту персональных данных, с момента такого обращения или получения запроса на период проверки.
	2. При выявлении Оператором, Роскомнадзором или иным заинтересованным лицом факта неправомерной или случайной передачи (предоставления, распространения) персональных данных (доступа к персональным данным), повлекшей нарушение прав субъектов персональных данных, Оператор:
* в течение 24 часов - уведомляет Роскомнадзор о произошедшем инциденте, предполагаемых причинах, повлекших нарушение прав субъектов персональных данных, предполагаемом вреде, нанесенном правам субъектов персональных данных, и принятых мерах по устранению последствий инцидента, а также предоставляет сведения о лице, уполномоченном Оператором на взаимодействие с Роскомнадзором по вопросам, связанным с инцидентом;
* в течение 72 часов - уведомляет Роскомнадзор о результатах внутреннего расследования выявленного инцидента и предоставляет сведения о лицах, действия которых стали его причиной (при наличии).
	1. Порядок уничтожения персональных данных Оператором:
		1. Условия и сроки уничтожения персональных данных Оператором:
* достижение цели обработки персональных данных либо утрата необходимости достигать эту цель - в течение 30 дней;
* достижение максимальных сроков хранения документов, содержащих персональные данные, - в течение 30 дней;
* предоставление субъектом персональных данных (его представителем) подтверждения того, что персональные данные получены незаконно или не являются необходимыми для заявленной цели обработки, - в течение семи рабочих дней;
* отзыв субъектом персональных данных согласия на обработку его персональных данных, если их сохранение для цели их обработки более не требуется, - в течение 30 дней.
	+ 1. При достижении цели обработки персональных данных, а также в случае отзыва субъектом персональных данных согласия на их обработку персональные данные подлежат уничтожению, если:
* иное не предусмотрено договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных;
* Оператор не вправе осуществлять обработку без согласия субъекта персональных данных на основаниях, предусмотренных ФЗ «О персональных данных» или иными федеральными законами;
* иное не предусмотрено другим соглашением между Оператором и субъектом персональных данных.
* В целях реализации права на получение информации, касающейся обработки персональных данных, для отзыва согласия на обработку персональных данных и иного взаимодействия с Оператором по вопросам обработки и защиты персональных данных субъект персональных данных может направить письменный запрос Оператору по адресу: 603105, Нижегородская область, г Нижний Новгород, у. Белинского, д. 9б